
Protection On and Off Network  
Safeguard Students Anywhere, Across All Devices, All Platforms
Netsweeper’s nClient extends our core nFilter web filtering, monitoring, and policy management capabilities to remote devices. 
The two products work together seamlessly, so administrators can easily manage all devices from a central source with zero 
impact on network latency. Compatible with every device and operating system, nClient maintains the same level of protection 
on and off network to ensure policy and regulatory compliance and prevent harmful content from reaching your students. Never 
feel pressured to choose between educational online content or student protection when Netsweeper’s nClient offers both. 

nClient

Real-Time Categorization                         Multi-Tenancy                        In-Depth Reporting

With onGuard+ human review, we can now focus our energy on real issues
and not chasing false positives... a great relief for our staff! 

Jim Fessey, Co-op Academy

 

AI-Enhanced, Dynamic
Categorization 

In a world where millions of URLs are 
created every day, we find new content first 
with real-time analysis that is often missed 
by other security and filtering products. 
Through AI technology and 20+ years of 
experience, we continuously analyze and 
categorize content across over 90 
categories and 47 languages to ensure 
students are always protected. 

Multi-Tenant Solution
Designed to handle even the most 
complicated multi-tenancy configurations, 
our flexible architecture moderates service 
to multiple locations from one instance, 
significantly reducing infrastructure costs 
and management time for districts and 
schools.  

In-Depth Reporting 
Why settle for generic insights when you 
can get tailored and comprehensive reports 
that examine every aspect? We offer 
straightforward templates, scheduling 
options, and customizable reports that 
delve deeper into data. This rapid but 
detailed analysis of online activity gives you 
all the crucial information you need to 
protect your students. 
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US Cloud Services 
Netsweeper’s cloud-based filtering solution provides an ecosystem of protection that extends from your network to the client 
for complete protection whether students are in the school or learning from home. The flexible, scalable, and compatible 
features of our cloud-based internet filtering solution will enable your school to save money, improve security, and protect 
your students. Strategically designed for simple installation and management, nClient provides all the same protection and 
policies of a device on your internal network without bandwidth issues.

For more information: netsweeper.com

Full SSL Decryption
Rather than filtering only top-level 
domains, block prohibited content and 
enhance student safety by monitoring 
network activity at a granular level.

All Devices & Platforms
nClient can be installed on Windows, 
OSX, Chrome, iOS, and Android devices, 
monitoring internet traffic even when 
they are not connected to the school 
network. 

Flexible Social Media
Manage web and app-based activity on 
social media platforms like YouTube, 
Instagram, LinkedIn, and Facebook.

Scalability
Regardless of size, we can scale to 
meet your needs without impacting 
speed or reliability.

Customizable Control
Role-based access provides unique 
levels of control and security for every 
system user, including district, school, 
teacher, administration, and IT. 

iOS Loopback
Our patented no PAC file approach for 
iOS allows all filtering and decryption to 
be done on the device, reducing latency, 
and increasing scalability.
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How We Differ
Using our superior and unique client, we push out complete SSL decryption and policy enforcement right to your school 
devices, avoiding any unnecessary latency and poor performance that occurs from traffic being proxied back and forth 
between servers. 
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